
 

Release Notes 

 

KRAMER ELECTRONICS, Ltd. 
E-mail: info@kramerav.com 

Web: www.kramerav.com 

 

 

Product Name: VSM OnPrem 
Current Version: Type Number Date 

Firmware 4.2.0.376 August 2024 
Software – – 
Web – – 

 Hardware – – 
RN Date: August 28, 2024 
Reference: 019827 

 

Kramer Product Affected:  

Product Name Minimum FW 
Version for 
Upgrade 

Recommended  
for All Units 

Only if Added 
Features are 
Required 

VSM OnPrem 4.0.3.363 Yes Yes 

Summary: 
• Security Updates have been applied  

• Support for upcoming VIA 4.2 Release has been added  

• This version will be the last version that supports VIA Devices running version 
3.3.x.  

• VSM on Prem will not support any VIA device beyond version 4.2.x  

Codependency with Other Products and Software: 
 

• There is no codependency with other products or software. 
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Release Notes 

 

KRAMER ELECTRONICS, Ltd. 
E-mail: info@kramerav.com 

Web: www.kramerav.com 

 

 

Product Name: VSM OnPrem 
Current Version: Type Number Date 

Firmware 4.2.0.376 August 2024 
Software – – 
Web – – 

 Hardware – – 
RN Date: August 28, 2024 
Reference: 019827 

 

  

Security updates: 

Fixed Bug Description 
Apache updated to version 2.4.62  
PHP updated to version 8.39  

  

Preceding Version: – 4.1.0.371
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Release Notes History 

 

KRAMER ELECTRONICS, Ltd. 
E-mail: info@kramerav.com 

Web: www.kramerav.com 

 

 

Product Name: VSM OnPrem 
Current Version: Type Number Date 

Firmware 4.1.0.371 June 2024 
Software – – 
Web – – 

 Hardware – – 
RN Date: June 04, 2024 
Reference: 019731 

 

Kramer Product Affected:  

Product Name Minimum FW 
Version for 
Upgrade 

Recommended  
for All Units 

Only if Added 
Features are 
Required 

VSM OnPrem 3.3.1122.332 Yes Yes 

Summary: 
• Fixed a bug. 

Codependency with Other Products and Software: 
 

• There is no codependency with other products or software. 
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Release Notes History 

 

KRAMER ELECTRONICS, Ltd. 
E-mail: info@kramerav.com 

Web: www.kramerav.com 

 

 

Product Name: VSM OnPrem 
Current Version: Type Number Date 

Firmware 4.1.0.371 June 2024 
Software – – 
Web – – 

 Hardware – – 
RN Date: June 04, 2024 
Reference: 019731 

 

  

Bugs Fixed: 

ID Fixed Bug Description 

7343 MySQL not installed with VSM 4.1.0.370.  
 

  

Preceding Version: – 4.1.0.370 
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Release Notes History 

 

KRAMER ELECTRONICS, Ltd. 
E-mail: info@kramerav.com 

Web: www.kramerav.com 

 

Product Name: VSM OnPrem 
Current Version: Type Number Date 

Firmware 4.1.0.370 March 2024 
Software – – 
Web – – 

 Hardware – – 
RN Date: March 18, 2024 
Reference: 019587 

 

Kramer Product Affected:  

Product Name Minimum FW 
Version for 
Upgrade 

Recommended  
for All Units 

Only if Added 
Features are 
Required 

VSM OnPrem 3.3.1122.332 Yes Yes 

Summary: 
• Added modifications. 

Codependency with Other Products and Software: 
 

• There is no codependency with other products or software. 
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Release Notes History 

 

KRAMER ELECTRONICS, Ltd. 
E-mail: info@kramerav.com 

Web: www.kramerav.com 

 

 

Product Name: VSM OnPrem 
Current Version: Type Number Date 

Firmware 4.1.0.370 March 2024 
Software – – 
Web – – 

 Hardware – – 
RN Date: March 18, 2024 
Reference: 019587 

 

Modifications: 

ID Modification Description 
 PHP upgraded to version 8.2. 

MySQL - version 8.0.3 (not changed). 
Apache Server updated to version 2.4.58. 

 

Bugs Fixed: 

ID Fixed Bug Description 
VG-2992 Cloud VSM> VSM Settings> Settings> Security> Captcha OFF - ‘Enable or 

Disable captcha for web admin login’ text is removed. 
VG-5196 If a gateway is deleted, the license will be released. 

  

Bugs to Fix in Future Versions: 

ID Deferred Bug Description 
 None listed 

 

Known Limitations (including compatibility limitations): 

QC ID Limitation Description 
 None listed 

Preceding Version: –N/A  
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